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Statement of Limitations: Any sampling of opinions or attitudes is subject to a margin of error. The margin of error is a standard statistical calculation that represents differences between the sample and total population at a confidence interval, or probability, calculated
to be 95%. This means that there is a 95% probability that the sample taken for this study would fall within the stated margin of error if compared with the results achieved from surveying the entire population. The margin of error for this survey is +4.1%.




